INnCommon and Duo Security Offering Two-Factor Solution

Internet2 and Duo Security have announced a partnership to offer an easy-to-use and low-cost two-factor authentication technology to protect information
and access to services on college campuses. Duo’s technology and cloud service leverage users’ mobile phones as a second factor of authentication.
Internet2's InCommon trust federation will enroll campuses through its trust services.

“InCommon worked closely with Duo to design a program that we hope changes the perception of second-factor solutions as costly and hard to deploy,”
said Jack Suess, chief information officer and vice president for information technology at the University of Maryland, Baltimore County, and chair of the
InCommon Steering Committee. “InCommon’s partnership with Duo will also make this low-cost site license well within reach for just about every college or
university in the country that wants to expand deployment on campus.”

Colleges and universities that participate in the program can offer their faculty, staff, and students a higher degree of security that comes through the use
of a second factor for authentication. Individuals will still supply passwords, but will also use their mobile phone to secure their logins and transactions.

To prove that a login attempt is genuine Duo Security leverages a user’s mobile phone, something almost everyone carries on today’s college campus.
When it's time to log in, the user enters his or her username and password. Then the user receives a notification from Duo via their phone---by smart
phone push notification, text message, or phone call. After confirming that the login attempt was intentional the user is logged in. Duo offers a full range of
services for those without smart phones, including text messages, phone calls, and hardware tokens (for those without access to a phone).

“We're thrilled to be working with Internet2 to help us realize our goal of democratizing two-factor authentication,” said Dug Song, CEO of Duo Security.
“This partnership will allow millions of students, faculty, and staff to access authentication security that has historically only been available to large
businesses with deep pockets and large IT departments.”

The program is open to any higher education institution in the U.S. and takes advantage of InCommon’s trust services. Internet2 members also receive an
additional 10 percent discount.

“We recognize that multifactor authentication is a growing risk mitigation resource for the research and higher education community,” said John Krienke,
chief operating officer of InCommon. “This is our first step in helping our campus participants achieve the multi-layered security they need at a
transformative, site license price.”

More information about the program, which is expected to open in late May 2012, is available at www.incommon.org/duo.

About Duo Security

Duo Security makes two-factor authentication radically easy to deploy, use, and manage. Duo empowers any web, IT, or network administrator to easily
protect accounts by leveraging their users’ mobile phones for secondary authentication. Every day, over 500 organizations with users in over 80 countries
rely on Duo to secure their logins and transactions. Learn more and try it for free at duosecurity.com.

About Internet2

Internet2® is a member-owned advanced technology community founded by the nation's leading higher education institutions in 1996. Internet2 provides a
collaborative environment for U.S. research and education organizations to solve common technology challenges, and to develop innovative solutions in
support of their educational, research, and community service missions. For more information, visit www.internet2.edu.

About InCommon

InCommon®, operated by Internet2, serves the U.S. education and research communities, supporting a common framework of trust services, including the
U.S. identity management trust federation for research and education, a community-driven Certificate Service, and a multifactor authentication program.
The InCommon Federation enables scalable, trusted collaborations among its community of participants. The Certificate Service offers unlimited
certificates to the U.S. higher education community for one fixed annual fee. InCommon has 400 participants serving 6 million faculty, students, and staff at
higher education institutions and research organizations, as well as their sponsored partners. For more information, see www.incommon.org.
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