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Architectural Model

✤ Appears as a SAML2 IdP to a SAML2 SP

✤ Allows for the use of several Services (Facebook, Google, OpenId, 
LiveID, Twitter) for authentication.

✤ Maps information received from the authentication service to SAML2 
response

✤ Works more like a WAYF then a SSO service
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Information

✤ Locally stores information about the person.

✤ Stored forever but has a valid-until timestamp 

✤ Has a map (SAML SPs -> Social service) for each person.

✤ The connection person -> info is cookie based.
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Return information

✤ Configurable mapping of authn service identity information -> 
SAML assertion

✤ Information about which social service was used returned in 
AuthnContext (AuthenticatingAuthority)

Wednesday, February 9, 2011



Person identifier

✤ For the services where the user might know her identifier (Twitter, 
Facebook, Google) that is used.

✤ eduPersonTargetedID and eduPersonPrincipalName are always 
created. Using a ‘permanent’ identifier returned by the social service 
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Invitation mechanism

✤ Not implemented
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Demo
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Status view

✤ Allows you to see which social services you have used for 
authentication and what was sent to the SAML SP.
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