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Value proposition: 
• Protect your network 

from hijacking and  
man-in-the-middle 
attacks 

• No outsourcing for 
detection! Autonomously 
detect events, without 
sharing private info  

• Flexible configuration 
adapts to your network 
needs

Solution: 

• Live BGP monitoring 
based on public 
infrastructure and 
CAIDA’s BGPStream  

• Leverage local 
knowledge of the 
network to protect     

• Accurate detection 
rules and heuristics 

• Approaches to rapidly 
mitigate attacks 

Challenge:  
Timely detect and neutralize  
BGP hijacking attacks 
(including sophisticated  
attacks) 
 

ARTEMIS: Neutralizing BGP Hijacking within a Minute  

What we need to TTP

• Setup ARTEMIS in your  
network (assisted 
 pilot program)
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