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Impact:
• Enable	better	protection	of	high-

speed	research	and	education	
networks,	specifically	DMZ	
environments.

• Integrates	with	Bro	network	monitor	
already	widely	used	in	R&E	
community.Solution:

• Hardware/Software	co-design	with:

• Accelerated	statistics

• Connection	establishment	
offloading

• TCP	stream	reassembly

• Hardware	pattern	matching

• Advance	visibility	for	R&E	networks:

• Support	domain-specific	protocols

• Enable	network	profiling

• Enable	better	active	response

• Enforce	security	policies

Challenge:	
• Increase performance of network

monitoring for high-speed scientific
environments.

• Expand	visibility	into	research	and	
education	networks.
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What	we	need:
• Your	feedback	on
• Network	visibility	issues
• Protocols	used	in	environments
• Current	monitoring	performance	

pain	points

Contact:
• johanna@icir.org
• robin@icir.org
• dopheide@es.net
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